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Computers

Do you ever worry that your
filing cabinet will get a cold
and lose your payroll files?

Unlike your filing cabinet, your com-
puter can get a virus and lose valu-
able files. Are you worried that gravi-
ty will pull your cabinet doors down
so that files can’t be retrieved? That is
just what can happen to the heads of
your hard drive. Now, before you
throw out your computer and switch
back to paper record-keeping, you
should know that the odds of losing
computer files are small, and you
can shrink those odds even more
by backing-up your files.

What exactly is a back-up?
The classic definition is “a reserve or
substitute.” A more modern comput-
er-related definition is “a copy of a
program or file stored separately from
the original.” This definition should
also say: “—and is updated regularly.”
Whether a file is backed up after
every change, once a day, or once a
month depends on the situation.

An ideal computer system would
have just one central file server that
contains all the data that needs to be
backed up. This server would be con-
nected to personal PCs that execute
the software used to manipulate the
files on the server. But most of us
don’t work that way—we each have a
PC on our desk that stores software

applications and data used by those
applications. Therefore, there are
three important questions to ask
when deciding to start an effective
backup system:

✔ What files need to be backed-up?
✔ What media should I back-up
onto?; and 
✔ How often should I back-up? 

All three questions have solutions
that are difficult to put into general
terms, but I will try to generalize for
the most common system types.

What do you need to back up?
Not the whole hard drive, not these

days. This worked when hard drives
were small, and backup media were
larger than the hard drives. But
today huge hard drives are afford-
able, which makes entire-disk imag-
ing impractical. Besides, most of the
drive is filled with program files that
shouldn’t be backed up, not only
because it is a waste of space, but
also because it may infringe on copy-
right protections.

So take a look at your hard drive
and decide what needs to be backed
up. Good candidates are payroll files,
passenger databases, budget spread
sheets, word processing documents
and any other files you create using
software. A great way to make back-

up easier is to place these files in a
central folder from the start. You can
always sub-divide this central folder
into specific applications.

Now that you have decided what
files to backup, the next question—
what media?—is easier to handle.
Look at the size of your files that
need to be backed up; odds are good
that they take up more space than a
single diskette, but not enough to jus-
tify a large tape system. Other options
are a zip disk system or a Compact
Disk Recorder (CD-R) system. I pre-
fer CD-Rs, because they are less vul-
nerable to being destroyed, and are
relatively inexpensive.

CD-Rs are also helpful for keep-
ing a backlog of backups. Instead of
over-writing your back-up media
each week, you really should keep a
minimum of a month of backups, or
more, if the data you are saving is
especially important. Ask yourself,
“How much can I really afford to
lose?” By placing files on CD-Rs you
won’t be able to overwrite what is
already written, and can sometimes
keep two or three back-ups on a sin-
gle CD-R. This capability comes in
very handy when you need to make
backups from multiple machines.

The final aspect of backing up
doesn’t involve your data files at all.

To Back Up, or to
Back Up...
There’s no question about it.  Do it!

.  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .
by Craig Damlo
.  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  .  

You don’t need to back up the whole hard drive.

?

Go to page 14
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Calendar

January 13-17, 2002
TRB 81st Annual Meeting
Washington, D.C.
Phone: 301-694-5243,
Fax:  301-694-5124
Web site: www.TRB.org

January 27-29, 2002
Southwest Transit Association
Annual Conference
Little Rock, AR
Contact: Carol Ketcherside
Phone: 210-967-6446
Fax: 210-967-6442
Email: cketcherside@stwa.org 
Web site: www.swta.org

January 31, 2002
Substance Abuse Management
Seminar
Amarillo, TX
Contact: Jennifer Whalley
Phone: 617-494-3798

February 5, 2002
Substance Abuse Management
Seminar
Baton Rouge, LA
Contact: Jennifer Whalley
Phone: 617-494-3798

March 5-7, 2002
Management of Transit
Construction Projects
Lawrence, KS
Contact: Lynn Lawson, National

Transit Institute
Phone: 732-932-1707 x 20
Email:
contactus@nti.rutgers.edu

March 25-29, 2002
National Conference on Aging
and Mobility
Scottsdale, AZ
Contact: Brande Mead,
Maricopa Association of
Governments
Phone: 602-254-6300
Fax: 602-254-6490
Email:
bmead@mag.maricopa.gov 
Web site:
www.mag.maricopa.gov 

May 19-24, 2002
CTAA Community
Transportation EXPO ‘02
Austin, TX
Contact: Charlie Dickson,
Community Transportation
Association of America
Phone: (800) 527-8279
Fax: 202-737-9197
Email: dickson@ctaa.org
Web site: www.ctaa.org

Rural Transit Conferences and Workshops

Editor’s Note: To include meet-
ings or workshops in our calen-
dar, send information to
Kansas Trans Reporter, KUTC,
1530 W. 15th St., Room 2011,
Lawrence, KS 66045

Backing-up computer files,
from page 13

Instead it involves your power sys-
tem. As we saw earlier this year in
California, power isn’t a completely
predicatable commodity.

Modern computer power back-
up systems are battery stack systems.
These are typically are only good for
about three minutes of power to a
computer and monitor. Three min-
utes may not seem like a great
amount of time, but this is usually
enough time to stop a loss of data
during a brown out, and also enough
time to save your data and shut the
machine down during a black out.
Many power back-up systems also
come with options that allow you to
hook the system to your computer
and it will automatically shut your
windows machine down if you are
not around to shut it down yourself.

Back-up technology is prevalent
and inexpensive, and the reason for
backing-up files is clear. So there’s no
question about it... be sure to do it! ▲

Safety incentives,
from page 12

● Measure and communicate results
throughout the incentive year.
● Incentive programs should reward
the desired outcome, such as acci-
dent reduction.
● The greater the perceived benefit
of incentive programs the more suc-
cessful the program is.
● Benefits can include cash, lottery
tickets, shares of company stock,
trading stamps, patches, gift certifi-
cates, plaques, extra holidays and
other privileges.
● Hold annual banquets to recognize
the recipients of these awards.
● Press releases to local newspapers
are a good way to recognize award
recipients and gives your agency a
positive image.
● Awards do not have to be large to
be effective. Small awards can be
handed out more frequently, they are
probably less conducive to under
reporting of accidents, and they act
to reinforce pro-safety attitudes.
● The amount of the incentive

should continue to grow progressive-
ly as the individual driver accumu-
lates a larger number of uninterrupt-
ed accident-free goals.
● Operational rules of the program
should be kept simple so that every-
one understands them.
● “Random” acts of kindness are
always appreciated—thank you
notes, snacks, remembering impor-
tant days (birthday or service
anniversaries).
● Include both group and individual
performance rewards; and don’t 
forget to reward the agency as a
whole for meeting goals. What are
the benefits of such a refocused pro-
gram? The entire organization is
involved in meeting safety objectives.
Management is focused on behavior
modification; employees are motivat-
ed to help each other and themselves
achieve results, and everyone benefits
if objectives are achieved.

Reprinted with permission from
“Safety Incentives—Do They Really
Work?,” by Carmen Deacher, The Rural
Transporter, Winter 2000-2001. ▲


